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Application Architecture
What’s next

The stack is melting

Are we ready for the post-platform era?



Developer velocity with AI 

https://survey.stackoverflow.co/2025/ai 





dcodx.com/blog

https://dcodx.com/5-npm-malicious-packages-caught-exfiltrating-ci-cd-and-local-machine-secrets/


https://owasp.org/Top10/2025/
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How do we build applications today?

Monolithic SOA Microservices EDA
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Why all these hybrid architectures? 

1.Constant business change
2.Continuous release
3.Smaller and faster updates
4.Continuous security
5.Continuous operations
6....
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To see the future I usally look at the past





AI-driven architectures

1.self-aware
2.self-configuring
3.self-healing
4.self-protecting



From monolith to ...

Monolith API EDA Event mesh



From monolith to Agent Mesh

Monolith API EDA Event mesh Agent mesh



Agentic Mesh

Event mesh + Agentic AI 



Agentic AI != AI Agents



Service mesh
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Bottlenecks

1.LLMs reasoning is slow
2.LLMs memory
3.Centralized observability
4.Security



...



Is it time to redesign the racket? 



Davide Cioccia 
dcodx.com


